
Shared responsibility in the cloud 

As you consider and evaluate public cloud services, it’s critical to understand the shared 

responsibility model and which security tasks are handled by the cloud provider and 

which tasks are handled by you. The workload responsibilities vary depending on 

whether the workload is hosted on Software as a Service (SaaS), Platform as a Service 

(PaaS), Infrastructure as a Service (IaaS), or in an on-premises data center. 

 

Netpluz is offering only IaaS. 

Division of responsibility 

In an on-premises datacenter, you own the whole stack. As you move to the cloud some 

responsibilities transfer to Netpluz. The following diagram illustrates the areas of 

responsibility between Customer and Netpluz, according to the type of deployment of 

your stack. 

 

For all cloud deployment types, you own your data and identities. You are responsible 

for protecting the security of your data and identities, on-premises resources, and the 

cloud components Netpluz control is IaaS. 


